SA WG2 Temporary Document

Page 2

SA WG2 Meeting #149e
S2-2200822
Elbonia, Feb 14 - 25, 2022

Source:
vivo
Title:
New key issue on UPF data collecting for NWDAF
Document for:
Approval

Agenda Item:
9.25
Work Item / Release:
FS_UPEAS / Rel-18
Abstract of the contribution: The contribution proposes a new key issue for UPF to support data collecting for NWDAF in Rel-18.
1.
Discussion

In Release 17, it has been specified that what kind of UPF data is to be collected by NWDAF e.g. as shown in Table 6.4.2-2, TS 23.288 and however how NWDAF collects UPF data is not defined in this Rel-17.

*****************************************************************************************
Table 6.4.2-2: QoS flow level Network Data from 5GC NF related to the QoS profile assigned for a particular service (identified by an Application Id or IP filter information)

	Information
	Source
	Description

	Timestamp
	5GC NF
	A time stamp associated with the collected information.

	Location
	AMF
	The UE location information, e.g. cell ID or TAI.

	UE ID
	AMF
	(list of) SUPI(s). If UE IDs are not provided as Target of Analytics Reporting for slice service experience, AMF returns the UE IDs matching the AMF event filters.

	DNN
	SMF
	DNN for the PDU Session which contains the QoS flow.

	S-NSSAI
	SMF
	S-NSSAI for the PDU Session which contains the QoS flow.

	Application ID
	SMF
	Used by NWDAF to identify the application service provider and application for the QoS flow.

	UPF info
	SMF
	UPF ID/address/FQDN information for the UPF serving the UE.

	DNAI
	SMF
	Identifies the access to DN to which the PDN session connects.

	IP filter information
	SMF
	Provided by the SMF, which is used by NWDAF to identify the service data flow for policy control and/or differentiated charging for the QoS flow.

	QFI
	SMF
	QoS Flow Identifier.

	QoS flow Bit Rate
	UPF
	The observed bit rate for UL direction; and

The observed bit rate for DL direction.

	QoS flow Packet Delay
	UPF
	The observed Packet delay for UL direction; and

The observed Packet delay for the DL direction.

	Packet transmission
	UPF
	The observed number of packet transmission.

	Packet retransmission
	UPF
	The observed number of packet retransmission.


NOTE 1:
How NWDAF collects QoS flow Bit Rate, QoS flow Packet Delay, Packet transmission and Packet retransmission information from UPF is not defined in this Release of the specification.

*****************************************************************************************
In Rel-18, regarding how to support UPF data reporting, there are two corresponding objectives in FS_eNA_ph3 and FS_UPEAS and coordination between two are required as shown below
1) FS_eNA_ph3:

WT#3.3: UPF data report to NWDAF to support UPF data report for analytics as specified in R16/R17 and additional UPF data identified in R18.

NOTE: Coordination with FS_ UPEAS / Study on UPF enhancement for Exposure and SBA is needed.
2) FS_UPEAS:

[image: image1.png]WT#2: Study UPF event exposure service(s) that would support, e.g.

- Consumption of UPF exposure services by the PCF, NWDAF, CHF, NEF, Trusted AF and other NFs (if
needed).

- (To support the UPF exposure service, if needed) Use of SMF services, PCF services, NWDAF services, CHF
services, NEF services, Trusted AF services by the UPF.

NOTE 1: This will not define solutions where UPF exposes information that it is not originator of, i.e. not re-expose
information owned and exposed by other NFs.

- Relevant Event IDs.

WT#3: Evaluate usage of UPF event exposure service(s) as defined in WT#2 also considering the architectural impacts
NOTE 1: SMF is responsible for controlling UPF packet processing.
NOTE 2: The performance of UP traffic handling shall not be degraded due to mechanisms defined in this study.




Furthemore, as showed in FS_UPEAS, it is clearly stated FS_UPEAS shall address the generic UPD data exposure, which means data collection specific for NWDAF should be discussed in FS_eNA_ph3 such as：
1) Data collection architecture e.g. data delivery via DCCF or Message Framework/data storage in ADRF 

2) Data collection for any UE of AOI

3) Data Formatting and Processing
4) Bulked Data Collection
5) Data Collection with Event Muting Mechanism
6) ...
Therefore it looks necessary to have a key issue in TR 23.700-62 to support UPF data collection under the generic UPF data exposure framework investigated and defined by FS_UPEAS. 

However based on discussion outcome eNA_ph3 conf call on January 24, some companies commented this key issue belongs to FS_UPEAS as eNA_ph3 will align with discussion outcome of FS_UPEAS and there is no TU allocated for WT#3.3 in FS_eNA_ph3.
2.
Text Proposal

It is proposed to have a key issue in TR 23.700-62 to support UPF data collection in FS_UPEAS.
*** Start of the change (all new text) ***
5.x
Key Issue #x: Support of collecting UPF data
5.1.1
General description
To support analytics related to the UPF, it is needed to study how the UPF data could be collected by the NWDAF in FS_UPEAS such as
1) Data collection architecture e.g. data delivery via DCCF or Message Framework/data storage in ADRF 

2) Data collection for any UE of AOI

3) Data Formatting and Processing
4) Bulked Data Collection
5) Data Collection with Event Muting Mechanism
In this key issue, to support UPF data collecting under the generic UPF data exposure framework, the following NWDAF specific technical aspects need to be addressed:

· How the UPF data could be collected by the NWDAF under the Data collection Framework e.g.DCCF/ADRF/ Message Framework
· Whether and how to support data collection for any UE of AOI
· Whether and how to support Data Formatting and Processing
· Whether and how to support Bulked Data Collection
NOTE: Coordination with FS_ eNA_ph3 is needed.
*** End of the change ***
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